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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes considerations for concluding KI#3.
1	Discussion
This PCR proposes the following considering for concluding this key issue:
· Transport layer marking in accordance with PDU Set based handling in 5GC is beneficial for consistent handling across different layers. 
· If applying transport layer marking in 5GS, solutions should consider both encrypted e2e traffic and unencrypted traffic. Otherwise, the unfairness would be induced by transport layer marking for the specific type of traffic.
· To enable traffic differentiation within 5GS by transport layer marking for encrypted XRM traffics, it’s necessary to consider XRM application logics that may implement XRM packet prioritization in different ways. For example, the application logics for prioritizing a QUIC packet can be applied in different layers including: 
· in RTP layer which can be reflected in PDU Set Information included in RTP header extension and/or
· in QUIC layer which may be multiplexed in different QUIC session, e.g. IP flows, QUIC connections, or QUIC streams. Thus, the 5GC needs assistance information regarding the relative priority for a QUIC session. 
As such, this PCR proposes the following conclusion for normative work:
1. AF provides assistance information of DSCP transport layer marking (relative priority of a QUIC session which is unique within the XRM application) to 5GC.
2. SMF is enhanced with the following features:
· determine mapping list of the priorities and DSCP values based on operator policies, PSI settings of the XRM traffic, and assistance information of DSCP transport layer marking received from the AF.
· configure and send N4 rules to the UPF, including FAR with DSCP transport layer marking indication and mapping list of the priorities and DSCP values.
3. [bookmark: _Toc510607461]UPF is enhanced with the following features:
· Support DSCP transport layer marking for unencrypted and encrypted XRM traffic based on N4 rules and PDU Set Information inspected from the RTP header extension or metadata of encrypted XRM traffic (based on solutions concluded for KI#2). 
		* * * * 1st Change (all new text) * * * *
[bookmark: _Toc164714191]8	Conclusions
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities.
[bookmark: _Toc164714192]8.3 Conclusions for Key Issue #3
The following conclusions are agreed for baseline functionality of transport layer marking in normative works:
- 	AF provides assistance information of DSCP transport layer marking (relative priority of a QUIC session which is unique within the XRM application) to 5GC.
-	SMF is enhanced with the following features:
· determine mapping list of the priorities and DSCP values based on operator policies, PSI settings of the XRM traffic, and assistance information of DSCP transport layer marking received from the AF.
· configure and send N4 rules to the UPF, including FAR with DSCP transport layer marking indication and mapping list of the priorities and DSCP values.
-	UPF is enhanced with the following features:
· activate PDU Set Identification for unencrypted XRM traffic and encrypted XRM traffic based on Protocol Description. 
· enable differentiated handling by marking DSCP bits on outer IP header based on the N4 rules with FAR containing the DSCP assistance information and user plane XRM traffic with PDU Set Information inspected from the RTP header extension or metadata of encrypted XRM traffic (based on solutions concluded for KI#2). 
* * * * End of Changes * * * *
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